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【本学システムご利用の前に：多要素認証設定】

Outlookメール等、本学のシステムを利用する為には

初めに「多要素認証」の設定が必要です（所要時間約10～15分程度）

※エラー回避のため、もし既にこの様な画面が出ている時は

一旦ブラウザを閉じ、最初から改めてマニュアル通りに操作してください

＜用意するもの＞ＰＣと普段お使いのスマートフォン

＜設定の流れ＞

［認証アプリ］と［電話／ＳＭＳ］の２種類の認証を設定します

・認証アプリ「Microsoft Authenticator」インストール

・ＱＲコードで認証アプリ追加

・電話／ＳＭＳ認証設定

＜注意事項＞ＱＲコードによる設定時は速やかに行うこと

（タイムアウトエラーが生じる場合があります）

以降の手順に従い、多要素認証の設定をしてください。

もしご不明な点等あれば、メディアサポート＜media@kuins.ac.jp＞まで

ご相談ください。

＜多要素認証とは？＞

ユーザーの身元確認のため2つ以上の認証要素を

組み合わせて認証を行うセキュリティ手法のこと

不正サイトへの入力やフィッシングメールその他の

理由により、第三者にパスワードを知られた際に

大学のメール等への不正アクセスによる情報漏洩等の

被害を防ぐ効果があります

■多要素認証設定（Universal Passportのみ利用） 2026.2.10

mailto:media@kuins.ac.jp
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[サインイン]画面で
本学のメールアドレス※ を
入力し[次へ]

(※大学のID@kuins.ac.jp)

上記の画面で

［次へ］をクリック

－－－－－－－－－ ここからＰＣ画面 ーー－－－－－－－

[パスワードの入力]画面で

本学のパスワードを入力し

［次へ］

ＰＣからブラウザで
関西国際大学の
ホームページを開き

上部メニューより
［学生・教職員専用］を

クリック

［学生・教職員専用］メ
ニューで［Universal 
Passport RX］をクリック

パソコンからのログイン
は「こちら」をクリック

https://www.kuins.ac.jp/index.html
https://www.kuins.ac.jp/index.html
https://www.kuins.ac.jp/visitor/tointop/index.html
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スマホから

「Microsoft Authenticator」で検索

またはカメラアプリ等から

QRコードをスキャンし

Google Play／App Storeから

Microsoft Authenticatorを

インストール

【認証アプリ「Microsoft Authenticator」インストール】

アカウントのセキュリティ保護

「Microsoft Authenticator

のインストール」画面が出たら

ＰＣは一旦そのままで置いておき

スマホにアプリをインストール＆設定します

－－－－－－－－－－ここからスマホでの設定ーーー－－－－－－－－

※通知は必ず許可すること

Authenticatorアプリ起動時
「“Authenticator”は通知を送信します。
よろしいですか？」画面が表示された
場合は「許可」をタップ

他のタイミングでもAuthenticatorアプ
リの通知の許可を求められた場合は、
必ず許可設定に
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【ＱＲコードで認証アプリ追加】

「Authenticatorからカメラ
へのアクセス権を求められ
ています」が表示された場
合は［許可］をタップ

上記の画面が表示された
場合は「続行」をタップ

インストールしたMicrosoft Authenticatorを起動

（スマホによって画面が異なったり一部表示されない場合があります）

「QRコードをスキャン」
をタップ

ＱＲコードスキャン可能な状態でＰＣ画面に戻ります→

QRコードのスキャン画面が表示されます
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－－－－－－－－－ ここからＰＣ画面 ーー－－－－－－－

例

「ＱＲコードをスキャンします」画面を

ＰＣで表示した状態にしておいて

速やかにスマホからＱＲコードをスキャン
します

※エラー回避の為、時間を置かず

速やかに操作すること

（次ページ参照）

ＰＣの「アプリでアカウントをセット
アップする」画面で

［次へ］をクリック

【ＱＲコードで認証アプリ追加】続き
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パソコンに表示されている
ＱＲコードをスキャン

アクティブ化中

「しばらくお待ちください」

例

この画面が表示された

場合は［許可］をタップ

－－－－－－－－－－ここからスマホ画面ーーー－－－－－－－－

速やかに

ＰＣ画面へ戻り

［次へ］をクリック

【ＱＲコードで認証アプリ追加】続き

上の行が「Kuins.ac.jp」で

下の行に自分のメールアドレスが

表示されていればOK →

※もし「Microsoft Entra ID」「 Azure AD 」等

Kuins.ac.jp以外が表示されていたら失敗

→ アカウントを一旦削除し、改めて設定

（※やり方が不明な場合はメディアサポートまで）
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※「試してみましょう」と

ＰＣ画面に数字が表示された場合は

当数字をスマホのAuthenticatorに入力
し［はい］をタップ

「ＱＲコードをスキャンします」

画面で［次へ］をクリック

－－－－－－－－－ ここからＰＣ画面 ーー－－－－－－－

［完了］をクリック

【ＱＲコードで認証アプリ追加】続き

例

※タイムアウトエラーが出て

［次へ］をクリックしても

設定継続ができない場合は

メディアサポートへ

失敗

成功
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左記の画面が表示された場合は任意の文字を
入力し［次へ］をクリック

※Unipa●●●●など分かりやすいものを入力

［完了］をクリック

左記の画面で［いいえ］もしくは[はい]をクリック

これで「Authenticator」アプリによる認証設定が完了し
ました。※Universal Passportのメニュー画面へ遷移しま
す。

●次の手順で認証用の電話番号を設定します

［完了］をクリック

－－－－－－－－－ ＰＣ画面設定続き ーー－－－－－－－
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スマホの［Authenticator］アイコンを開く

［対象のアドレス］をタップ

※○○@kuins.ac.jpが対象となります

認証コードが表示されるので覚えておく

スマホのブラウザ（Safari、GoogleChrome等）のアイ
コンを開く

上記の認証コード２桁を入力して「はい」をタップ

－－－－－－－－－－ここからスマホ画面ーーー－－－－－－－－

認証用電話番号の設定

[セキュリティ情報の更新]をタップ
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[アプリパスワード]が表示されてい
る場合は［削除］をタップ

［電話］をタップ

[サインイン方法の追加] をタップ
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国番号：「日本(+81)」を選択

Phone number：「スマホの電話番号」を入力

確認方法を選択します：「コードのSMS
送信」を選択

「次へ」をタップ

スマホのショートメッセージ
（SMS）にコードが届くので入力
して[次へ]をタップ

※右の確認が表示された場合は画
像の文字を入力し、「次へ」を
タップ

※「次へ」が押下できない場合は
一文字消してから再入力

[完了]をタップ
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